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Meeting Report - BoG
July 07, 2022



.************************.
Board of Governors Members: 
Mike Nicholls,  Stefan Mozar,  Daniece Carpenter,  Wen-Chung Kao,   Michael Anderson,  JM (Jong Moon) Chung,  Steli Loznen,  Bansi Patel,  Kim Fung (KF) Tsang,  Supavadee Aramvith,  
Leszek Langiewicz,  Fabio Furlan,  Silvia Diaz Monnier,  Grant Schmidbauer,  John Allen,  Jeff Pasternak, Paul Robinson, Tom Lanzisero

Participants: 
Mike Nicholls,  Stefan Mozar,  Daniece Carpenter,  Wen-Chung Kao,  JM (Jong Moon) Chung,  Steli Loznen,  Bansi Patel,  Supavadee Aramvith 

Guests: 
Jim Bender


Call to order _9:11_ am Central USA time
Adjourn        11:06_ am Central USA time




	Welcome:   
· No items to add to the agenda 
· Motion to approve Agenda
· Motion passed
· Dashboard
· Dashboard needs to be updated
· PSES Society Review – IEEE
· Review will be later this year
· Review cloud storage options
· No report
· Discuss replacement of Treasurer
· Dr. Supavadee Aramvith
· Suggest Jim Bender to take VP Education; Jim will review the position description and reply later.
· Conference sponsorships
· Discussion on the response when other organizations request conference sponsorships.
· Level of participation should be considered on a case by case basis
· Response – who should respond to the request
· Reviewed past requests and found that we have not sponsored with financial support before
· Decision to limit participation to sponsor in a technical sponsor with activities to  distribute the call for paper, use of PSES logo, etc.
· Attended the TAB meeting
· Spoke with representatives from the Robotics and Systems (RAS) Society;
· Propose an association to support conferences
· Discussed common issues with other Society presidents



	Housekeeping and Secretary's Report:   
· Approval of Meeting Report
· Motion made and passed
· PSES website committee
· Submitting changes on a as requested basis
· Kickoff to be held shortly
· Committee to generate articles
· Information on ghost writers
· All ghost writer contacts are currently unavailable.
· Need to generate new contacts
· Information on VP terms
· Current VP terms end in December 2022
· VP terms are 2 years with the option for a renewal twice



	Past President Report:   
· BoG Election
· Will complete preparations over the weekend
· Will ask IEEE for an extension and send an email to BoG
· Must do an email 
· Time to help find some strong candidates for nomination 
· VP Election
· End of 2022
· Propose to do it at September meeting
· Co-operation with IAS
· Will follow up with IAS on status of their internal discussions 
· ByLaw changes
· Will present at out next meeting for discussion
· MIT standard
· Ask for volunteers to serve on the committee
· Bansi, Steli, Prof Tsung, JM, Daniece  
· Note that volunteers must join the Standards committee 
· Have received an invoice from IEEE Publications which seems to be a fraudulent invoice



	Treasurer's Report:   
· Financial Outlook
· Member approximately $15K plus conference income; 
· Support for members to attend meetings may be very expensive and need to carefully consider; 
· Any member requesting support will need to submit a proposal with expected expense to be approved before the expenditure
· Need to support President to attend TAB



	VP Conferences:    
· ISPCE 2022
· Technical Program currently includes 66 submissions with 10 full papers
· Great effort from the committee to spur interest and their efforts are appreciated
· 57 attendees registered as of June 28 but it is still early
· Asia ISPCE 2022
· EMC + SIPI – Spokane, WA      (Grant Schmidbauer)
· Product Compliance Tutorial is registered
· Compliance 101, 201, GMA  
· The PSES banner and booth materials have not been located.  New material is order is in process .   
· A discussion was held on how to send out the EMC conference announcement to our members
· One possibility is a IEEE eBlast, but how do we make sure that it has been sent
· vTools can be used for local Section
· 
[bookmark: _MON_1721118684]Report :  _________

. 





	VP Member Services:  
· Awards   (Grant Schmidbauer)  
· Update on the awards  
· Closing date for nominations was June 30.  Received few nominations for Service awards and will continue to work with IEEE for award materials
1)   Sustained Service Award - IEEE PSES Plaque Award; 
Will host a committee of 3 people to review and decide recipient
2)   Service Acknowledgement Award - IEEE PSES Certificate of Appreciation
          Award; 
Received few nominations
3)   Service Acknowledgement Award - IEEE PSES Certificate of Recognition 
          Award;
Received few nominations
4)    IEEE PSES Chapter-of-the-Year Award.
No nominations received so will need input from VP Membership
Possible to honor Virtual Chapter or another Chapter with information from VP.  If no choice, we will not have a Chapter of the Year award for 2022.  Note that the award is for 2020-2021, awarded in 2022/
· Membership is increasing
· Still -10 compared to Year over Year in 2021 and -53 compared to 2020
· Reviewed statistics for each membership grade
· Volunteer positions yet to be filled
· IEEE Region 7 Coordinator
· Young Professionals (YP) committee chair
· Women in Engineering (WIE) committee chair
· 
Report:  _________________



	VP Technical Activities:  
· Mentor program update
· See the report for a current list of Mentors.  Several topics still need mentors
· DL program report
· DL presentations will be delivered virtually
· Need to advertise to Chapters and in our Newsletter
· Volunteer position open
· Need TC chairs.  See the Report for positions open
· Q&A Session report
· The May Q&A was on “Internet of Things Maturity Index: Compliance and Safety” chaired by Assoc. Prof. Dr. Kim Fung Tsang
· Japan chapter requested copies of the past Q&A ; 
· Held a discussion on whether to include on Japan website or PSES website or locate in ILN
· Decision is to locate it in ILN at no charge
· July Technical Q&A 
· Date, time and topic
· The presenter and the date for Q&A in July TBD.
· Website
· Secretary will work with VP on the Technical activities webpage
· 
[bookmark: _MON_1721119359]Report:  _________



	VP Communications:  
· PSES website refresh 
· Plan is for 2 phases
· Phase 1 will correct any errors, broken links, etc.
· Phase 2 will develop a new format for the website 
· 


	VP Publications:  
· Newsletter update
· 2 items still needed for the newsletter
· Paid advertisement will do in the June newsletter
· Need permission from InCompliance  Magazine to reprint Stelli’s article
· Magazine
· Collaborating with IAS
· Still pending information from IAS; will need follow up
· ISPCE 2022
· Planning meetings are being held
· Will be a hybrid conference; Hong Kong presenters will not go to China
· Planning a virtual appearance by Mike Nicholls, Bansi Patel, Stefan Mozar
· Standard with MIT
· Plan to submit probably in August
· Invite members to join effort
· 
Newsletter:  _________
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	VP Education:  
· Update on ILN Compliance course
· Promotion  is ongoing
· Issue with receiving updates from educational activities for attendee statistics.  Working to resolve the issue.
· TryEngineering Tuesday
· Need speaker from PSES – 30-40 minutes with Q&A
· Webpage for education
· Web page content
· Mission/vision/activities
· Collection of archived PSES educational content (video/past webinars)
· PSES collaborated educational webinar with chapters/universities
· A broader knowledge of product safety 
· 
[bookmark: _MON_1721119240]Report: ____________


	Old Business
· No old business


	New Business
· No old business
· pen Floor for comments from attendees (any telecom attendee)
· Any new changes coming?


	Concluding Remarks

	Adjourn
11:06 AM





Next meeting August 4 – 9:00 AM Central USA time







  Face to Face Meetings
Extended Board Meetings – 2022 
· 2022 Spring Meeting – TBD  
· 2022 Fall Meeting – September 19, 2022 
· ISPCE – September 20 - 22, 2022


Monthly BoG Conferences – WebEx 
2022  -  First Thursday of the month  -  9:00 AM Central US time

2022 BoG Conferences – WebEx 
· January 13
· February 3 
· March 3
· April 7
· May 5  
· June 2 
· July 7 
· August 4  
· September 1  - cancelled
· October 6  
· November  3
· December 1


Reminder – USA Daylight Saving Time BEGINS on March 13, 2022 and ENDS on November 6, 2022. 
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VP Conference Report

Bansi Patel, July 6, 2022 

List of Activities 



(Items in italicize fonts are old carryover items from previous meeting notes)



· ISPCE 2022 

· Event will be face-2-face for September 20-22, 2022

· Venue is DoubleTree Hazard Center, San Diego, CA, USA.

· We have Jim Bender as a co-chair for ISPCE 2022.

· Registration & Hotel booking is now officially open.

· Technical Program Committee (TPC) is in full swing with over 65 (committed). Monthly meetings for TPC is set for last Friday of each month.

· Board of Governors will meet on September 19,2022 day before the Start of ISPCE 2022.

· So far, we have:

i. 68 people already registered

ii. 7 exhibitors (one bartered for marketing promotion)

iii. two gold and two silver conference patrons

iv. one lanyard sponsor

v. corporate sponsors; three so far we have given 7 complimentary registrations to ISPCE 2022.

· will not have SPCE 2022 event due to the moving of ISPCE to September 2022.



· [bookmark: _Hlk107999680]ISPCE-ASIA 2022. 4-6 November 2022 | Guangzhou, China | Face-to-Face Conference and virtual symposium. Visit Website	 (https://www.dl2link.com/ISPCE-AS2022/index.html)



· ISPCE 2023  Dallas Texas USA area

· Our flagship event will be in held in Dallas Fort/Worth, Texas area hopefully is May 2023 time frame.

· We will be working on other conference management groups for comparison quotes including IEEE MCE group for future ISPCE events

· ISPCE 2024 TBD, Tentative Chicago Illinois USA Area

· We are discussing with EMC San Diego chapter as well as PSES Orange county chapters to have joint bi-monthly or less frequent meetings. We used to have face-2-face and now virtual meetings, normally on Second Tuesday of the month. We don’t have enough volunteers to run for the office of the San Diego chapter.

· Need to have volunteers for future events, need help in creating process.

· ISPCE:

· 2022 – San Diego, CA (looking for volunteers)

· 2023 – Dallas area (Jim Bender, looking for volunteers)

· 2024 – TBD (Tentative Chicago, IL area, also looking for volunteers)

· 

· SPCE

· 2022 – no event



Personal note: we had our niece’s wedding during past long weekend (June 29 thru July 3, 2022). Everything went great except before reception we had few of us with COVID19 symptoms. We all did the test, and both Bharti & I came back positive and had to miss the reception. We have quarantine ourselves and waiting for negative results. Neither of us showing any typical symptoms associated with COVID19. We will keep you posted.
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Membership Development 





Committee Meeting

July 7, 2022

Online Meeting via WebEx

Jong-Moon Chung

VP of Membership

jmc@yonsei.ac.kr, jmc@ieee.org
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Total Memberships for IEEE PSES

Analysis of total memberships from Jun. 2020 to the July 5, 2022



Current Status

-10 compared to 2021

-53 compared to 2020 

(2020.6) 

721

(2022.7)

668 

-5.96%

Decrease

(2021.6)

678

-1.47%

Decrease
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Memberships by Grade for IEEE PSES

LF: Life Fellow

F: Fellow

LS: Life Senior

SM: Senior Member

LM: Life Member

M: Member

AM: Associate Member

HG: Higher Grade

GSM: Graduate Student Member

StM: Student Member

AF: Affiliate



LF: Life Fellow

F: Fellow

LS: Life Senior

SM: Senior Member

LM: Life Member

M: Member

AM: Associate Member

HG: Higher Grade

GSM: Graduate Student Member

StM: Student Member

AF: Affiliate



Current Status

-10 All compared to 2021

-14 HG compared to 2021



-53 All compared to 2020

-49 HG compared to 2020
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Total Memberships by Region for IEEE PSES

Important Points

R1 & R6 have big decrease
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Continuing PSES Member Acknowledgment

Acknowledge PSES members that have been consistent members for the past 10+, 15+, 20+, 25+, 30+ years.

Plan to prepare list in October these when number of members are higher (after the IEEE ISPCE 2022 ends).

Appreciation Certificate will be sent to these members.



PSES Chapter Award

Acknowledge Outstanding PSES Chapter Activities.

Request Chapter Chairs for award application information submission by due date.



4-Aug-22
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IEEE MGA Virtual Membership Development (MD) Training 

Sent to all IEEE PSES Chapter Chairs

IEEE MGA website (https://mga.ieee.org/membership-development) includes tutorial videos and presentation files

Kickoff - Defining Member Value in the Current Climate    

OU Analytics Tutorial - Find and Use Your Section's Member Data  

Technical Activities in MD - Section/Chapter Cooperation  

VTools Tutorial - Event Scheduling, ENotice, Officer Reporting, Voting Tools  

Recruitment and Engagement Programs and Tools - Best Practices for Recruitment and Retention  

IEEE Collabratec - Leverage the Platform for Member Engagement 

Member Discounts Program Overview - Group insurance and other discount programs  

Regularly Scheduled Monthly Membership Development Webcast - Key Takeaways and Section Action Plan Development Overview 

2022 Section Action Plan Template



4-Aug-22
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Positions Need to be Filled

IEEE Region 7 (Canada) Coordinator needed

Young Professional (YP) Committee Chair needed

Women In Engineering (WIE) Committee Chair needed



4-Aug-22
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Discussion
Q&A





THANK YOU




Jong-Moon Chung

jmc@yonsei.ac.kr, jmc@ieee.org
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IEEE Product Safety Engineering Society

Activities Report for Meeting



Date:   07 July 2022



Reporter:  Steli Loznen



Report is on behalf of:  VP of Technical Activities



Description of activities, progress and result:



A. We continue to focus on the frame of PSES own training actions in the PSES website.

B. We will participate on the action to up-date and re-design the PSES Website. 

C. We wait for registration of PSES members that need to have a MENTOR in the following areas: 

· Basic Product Safety

· IEC 62368 and Hazard Based Standards

· Consumer Electronics (Mentors: Stefan, JM,)

· Selection of Components 

· Construction Requirements (Mentors: John Allen, Ken Kapur,)

· Testing for Safety (Mentors: Mike Sherman,)

· Global Market Access (Mentors: Grant,)

· European Directives 

· AI and IoT (Mentors: KF,)

· Energy Efficiency

· Industrial Machinery 

· Medical Devices (Mentors: Steli,)

D. The sixth 1-hour free meeting of Q&A on Compliance and Product Safety issues, was happened on 22nd of June 9:00 US Central Time. The subject of the meeting was “How to be successful at Product Safety and Certifications” and was chaired by John Allen. Was a professional successful event. Thanks for the support to all which helped.

We will continue in each month this action. The July event is scheduled for 27th of July. The title of the presentation is “Interoperability a critical Product Safety issue” and will be chaired by Steli Loznen. The Q&A 7 July 2022 will start at 9:00 US Central Time. 

E. The Distinguish Lecturers for 2022 are Grand Schmidbauer, Pete Perkins, and Prof. Dr. Jong-Moon Chung. The meetings will be virtual. Need advertising to Chapters and in our Newspaper.

F. We continue the action to search volunteers for the free positions of Chairs at TCs:

· Risk Analysis, 

· Mechanical,

· Consumer Appliances and Electronics.



Additional technical issues?



Questions?



Steli Loznen



PSES VP for Technical Activities
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Editor’s  
Message 


Dear Readers, 


 


It is exciting to bring the latest June issue of the PSES newsletter in the year 2022. 


 


In this issue of Chapter News, it is grateful that a variety of online presentations, work-


shops, conferences, and technical activities are organized regularly by chapters during 


the first half of the year 2022. For the technical articles, we have the great honor to 


invite Steli Loznen to contribute two inspiring papers on “High-integrity components 


in electrical equipment”. In addition, the articles - “Product safety consulting understanding component condi-


tions of Acceptability (C of A’s)” and “How do I get started with certifications? How long does certification 


take?” are introduced. Please check for the details in this edition. 


 


With the gradual recovery of the COVID-19 pandemic (Coronavirus) worldwide, the annual conferences are 


turned back to face-to-face mode and scheduled as follows. The ISPCE 2022 symposium will be held on Sep-


tember 20-22, 2022, in San Diego, USA. The IEEE ISPCE-ASIA 2022 will be held on November 4-6, 2022, in 


Guangzhou, China. Please keep track of the latest developments. 


 


Please join me to congratulate that Jim Bender has received the award of “Intertek’s 2022 US Engineer of the 


Year”. Besides, I would thank the contributions of the governors in 2021 and welcome our new Board of Gov-


ernors. I believe that the new board led by Mike Nicholls will provide strong governance and strengthen our 


PSES society to an even higher level. Last but not least, I would like our members to participate in the IEEE 


PSES Awards 2020-21 nominations actively to recognize your contributions to our society.  


 


 


With Best Wishes, 


 


Kim Fung TSANG 


PSES Newsletter Editor-In-Chief and VP Publications  


Email: ee330015@cityu.edu.hk  
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President’s 
Message 


Newsletter Committee 


Editor-In-Chief 


Kim Fung TSANG | ee330015@cityu.edu.hk 


 


Associate Editors 


Shu Lun MAK | lunmak@ieee.org 


Chi Ho LI | chli@ieee.org 


Chi Chung LEE | dr.c.lee@ieee.org 


 


Chapter News Associate Editor 


Lei WANG | lleiwan@amazon.com 


 


Membership Associate Editor 


Chi Chung LEE | dr.c.lee@ieee.org 


 


Page Layout 


Yang WEI | ywei22-c@my.cityu.edu.hk 


 


Advertising 


Michael NICHOLLS | mnicholls@ieee.org 


 


The Product Safety Engineering Newsletter is published quar-
terly during the last month of each calendar quarter. Closing 
dates for articles, news items, and advertising: 


 1Q issue: March  


 2Q issue: June 


 3Q issue: September  


 4Q issue: December 


 


Volume 19, No. 1,2——2022 


 


 


 


 


The Product Safety Engineering Newsletter is published by the 
IEEE Product Safety Engineering Society. No part of this 
newsletter may be reproduced without written permission of 
the authors. All rights to the article remain with the authors. 


Opinions expressed in this newsletter are those of the authors 
and do not necessarily represent the opinions of the Society or 
any of its members. Indeed, there may be and often are sub-
stantial disagreements with some of the opinions expressed by 
the authors. 
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Dr. Mike Nicholls  


President IEEE PSES (2022-2023) 
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To see current chapter information and people looking to 
start chapters please go to the Chapter page at:  


http://ewh.ieee.org/soc/pses/chapters.html 


 


Chicago Chapter 


On Wednesday, April 27, 2022 the IEEE PSES Chicago 
hosted a virtual meeting with some brief updates followed 
by a presentation via Teams, which was well attended.    
Barb Kelkhoff, the chapter chair, reminded the members  
about the following upcoming IEEE events: ISPCE will 
be held in September 20-22, 2022 in San Diego CA - 
Registrations have just opened for this conference;  IEEE 
Day is the first week of October -Details are forthcoming;  
and IEEE WIE (women in engineering) organization has 
announced their WIE forum (planned as a hybrid meet-
ing) in Providence RI to be held in November 3-5.  There 
will be a chapter meeting in August that will include a 
presentation on Hydrogen refueling and an October 
presentation on engineering ethics.  Speakers at the time 
were still needed for the May and September chapter 
meetings. There is a STEM instructor opportunity at Oak-
ton Community College this summer for a 4 day course 
on engineering to help with hands on activities during the 
summer.  After the meeting, Barb will send out the agen-
da that includes the links to the items discussed.  Also 
mentioned was that Barb can help out with applications as 
a reference for someone who wants to be considered as a 
senior IEEE member, which allows for discounted mem-
bership. 


The presentation for the meeting was entitled “Market 
Surveillance” and was presented by Craig Thomas and 
Carol Smith.  Craig Thomas is a Senior Engineer in UL’s 
Market Surveillance department, the company’s center for 
investigations of UL-certified products. He earned an 
MSME from the University of Illinois at Chicago and has 
22 years of experience spread across multiple roles at UL. 
In his current role, Craig develops innovative solutions 
that streamline processes, proliferates data, and creates 
customer-centric solutions. Carol Thomas, an IEEE Sen-
ior Member, is a Lead Market Surveillance Engineer at 
UL (Northbrook, IL). She earned a BSEE from the Uni-
versity of the Pacific School of Engineering and Comput-
er Science, Stockton, CA and has over 25 years’ experi-
ence evaluating, testing, and certifying products for com-
pliance to US National and International safety standards. 
In her current role, Carol’s primary responsibility is in-
vestigating concerns related to UL certified products. Car-
ol currently serves as Membership Chair for the Chicago 
Chapter PSES. 


The role of the Market Surveillance Department at UL is 
to investigate incidents in the field involving UL certified 
products.  The goal of the investigations is to determine 
what caused the concern and what corrective actions need 
to be taken if the concern needs action taken. There are a 
number of corrective actions that can be taken by the 


manufacturer and UL depending upon the outcome of the 
investigation. The report of a concern regarding a UL cer-
tified product in the field can come from anyone includ-
ing the manufacturer of a product, a consumer, a competi-
tor, or even a UL employee. The concerns to be investi-
gated included the following:  


● Hazards from the product: malfunction, property 
damage caused by the product, failure to operate (if 
functioning is a safety problem) 


● Noncompliance issues missing features, markings, 
performance 


● Advertising concerns (false claims), incorrect in-
formation  


● Inquiries of product (e.g. is the product UL certi-
fied? 


There are also a number of allegation types such as a mis-
leading mark, or where the product was unauthorized to 
bear the UL mark, packing with misleading or wrong in-
formation, falsified documents such as a falsified certifi-
cate.  A part of the presentation,  Craig had the attendees 
play “Name That Allegation”. Craig took the attendees 
through a game to pick the allegation with an assortment 
of examples. Craig explained how each example fit into a 
particular allegation category: 1) misleading/unauthorized 
UL mark, 2) hazard, 3) falsified document, and 4)  non-
compliance. 


As an example of a misleading mark, it  was shown that a 
UL subscriber may use a misleading mark by accident.  
However, a non-subscriber doing using a UL mark for 
their product would be unauthorized mark, which is a 
fraudulent UL mark on purpose.  This used to be called a 
“counterfeit” mark by now UL Market Surveillance refers 
to it as “fraudulent” mark. 


The presentation also covered the process that Market 
Surveillance uses once they are notified of a concern.  
The first step after receiving a complaint it to look at the 
certification information if the product is certified to en-
sure that everything is appropriate.  They then review the 
post certification data, which is any information collected 


CHAPTER NEWS 
by Lei Wang, IEEE Senior Member, PSES Chapters Coordinator 
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on products from the UL Follow Up Services (FUS) pro-
gram (a review of the FUS records), such as when the 
inspections took place, what was produced and were there 
any variation notices (i.e. problems with the inspected 
products).  There are also production testing required for 
some products (FUS testing) and the records on this test-
ing is also reviewed.  If there are problems identified in 
any of these areas, Market Surveillance gets involved 
with working out an action plan with the client to fix the 
issue.  The information collected my Market Surveillance 
can become part of the data to improve requirements and 
processes at UL including a recommendation in some 
cases to revise the standard. It is a collaborative effort 
with the manufacturer to fix the problems. 


Market Surveillance also conducts market surveys, con-
tacts former customers who still advertise UL certifica-
tion (review former customer websites), monitors non-UL 
databases for reports on UL product incidents (e.g. safer 
saferproducts.gov, US CPSC, Health Canada, FDA web-
site, etc.), and trend analyses reports to look for trends.  
As part of this survey process, Market Surveillance can 
purchase products and review product literature.   The UL 
Brand Integrity group works on fraudulent UL marking  
claims and may take legal action if there is evidence of a 
fraudulent UL marking on a product by a non-UL sub-
scriber. 


There was also a good follow up discussion after the 
presentation on a number of questions from the attendees 
including:   


● How are competitor complaints handled as well as 
how Market Surveillance handles non-cooperative 
manufacturers where there has been a complaint of 
their products?   It was noted that all investigations 
are handled confidentially. 


● How does UL address the use of a  “UL pending” 
statement either verbally or at tradeshows?  As 
Craig and Carol noted, UL cannot really control 
this, but publications or literature and ads that 
make these false claims will be investigated if 
Market Surveillance is made aware of them.  


● There was a question regarding delays to product 
the UL online Product IQ information being up-
loaded and how this was handled?  It was noted 
that UL does provide a Notice of Authorization 
(NOA) letters at the completion of an investigation 
that are good for some time, until Product IQ is 


updated with the certification.   


● How does UL handle certifications of products 
where a company goes out of business or someone 
buys them out?  As was noted, it is UL certified 
out of the factory if still under UL certification at 
the time of production.  However, UL does not 
have any control after that and this is probably es-
pecially true if the client goes out of business. 


The presentation concluded after the Q & A session, with 
the attendees gaining a better understanding of how the 
UL Market Surveillance team operates to address con-
cerns that come to their attention as well as the type of 
concerns with products in the field that they may be in-
volved in. 


 


Japan Chapter 


The aim of IEEE PSES Japan chapter is establishment 
and the circumstances surrounding product safety design 
and certification in Japan. Here are the two presentations 


hosted recently. 


Presentation 1: 


Title: The aim of IEEE PSES Japan chapter establish-
ment and the circumstances surrounding product safety 
design and certification in Japan 


Date: December 17th, 2021 (JST)  


Presenter: Dr. Tsuyoshi Funaki 


Purpose/Aim: Announcement of new local chapter, 
PSES Japan Chapter to all over the world 


Contents: 


- Introduction – Jun Tatsuda, Secretary (5 min.) 


- Presentation: 


     1) Establishment of IEEE PSES Japan Chapter 


- Background/History 


- Pre-Japan Chapter activities 


2) Product safety certification in Japan 


3) What will we do? 


- Japan Chapter activities 


4) Future plans 


- Enhance the visibility of iNARTE PS credential 


- Presentation at ISPCE 


-  Q&A (10 min.) 


Abstract: 


This presentation gives a policy of IEEE PSES Japan 
chapter. The background and necessity to establish volun-
tary work for supporting and enhancing skill of engineers, 
who engaged in product safety design and its certification 
in Japan, is introduced at first. The cumbersome proce-
dure in certification of product safety and its dissociation 
from international standard in Japan is interpreted. Then, 
our plan to skill up of engineers with having seminar and 
enhancing their consciousness in delivering more safe and 
secure product. Finally, our chapter plan of concrete ac-
tion will be introduced. The activity for enhancing the 







 


IEEE PSES NEWSLETTER 


Copyright 2022 IEEE Product Safety Engineering Society June 2022 2022 | VOL 19 | NO. 1-2  | P7  


visibility of iNARTE PS credential is presented as an ex-
ample. 


Presentation 2: 


Title: Safety Challenges on Electrical Automotive Prod-
ucts  


Date: 2022, March 24, 10:30 AM CDT 


Presenter: Jong-Moon Chung, Yonsei University, Seoul, 
South Korea; Vice President & DL for the IEEE Product 
Safety Engineering Society (PSES); Vice President for 
the IEEE Consumer Technology Society (CTSoc)  


Topics Covered:  


1) Autonomous Driving, Connected Car, V2X, Pla-
tooning, Smart-Factory, CPS Smart Control. 


2) 5G C-V2X & DSRC for Autonomous Vehicle 
Driving. 


3) CAN & ADAS Design for Autonomous Vehicles. 


4) Energy Storage Device SoH (State-of-Health) Esti-
mation and Optimal Control for BEVs & FCEVs. 


5) SAE International Standards. 


 


Santa Clara Valley Chapter 


We are happy to report that the Santa Clara Valley Chap-
ter has become much more active this year. Our ExCom 
is meeting regularly, and we have had monthly online 
presentations the second Wednesday of each month. 
Presentation slides are available at our Chapter web-
site: https://r6.ieee.org/scv-pses/  


● January - Bonding and Grounding – definitions 
and differences, by Richard Nute 


● February - Safety Data Sheets and Chemical Regu-
lations, by Shalini Saini Ram 


● March - OTA Software updates - the big picture, 
by Florian Rohde 


● April - Changes to the FCC Rules for RF Expo-
sure!, by Vina Kerai 


● May - The Basics of Laser Safety in the Work-
place, by Regan Arndt 


● June (planned) - Functional Safety 


After a summer break, we expect to start online presenta-
tions again in September - hopefully soon adding an in-
person meeting component that includes pizza! 


Other activities in 2022 include investigating the possibil-
ity of becoming a Joint Chapter for the 3 San Francisco 
Bay Area Sections, trying to master the NextGen banking 
system, and of course searching for possible candidates to 
join the Chapter ExCom. If you may be interested, please 
let us know. 


We are looking forward to an exciting second half for 
2022. 


CHAPTERS — WE NEED YOUR NEWS! 



https://r6.ieee.org/scv-pses/
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TECHNICAL COMMITTEES 


If you are interested in becoming involved in any technical issue, let me know, and we 


can discuss how you might get involved.  


Your participation will benefit both PSES members and your professional career and in a 


relax environment! 


Steli Loznen 


PSES Vice President Technical Activities  



mailto:sloznen@ieee.org

mailto:Daniece.Carpenter@DELL.com
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In 14th of June 2022 was organized in Israel the annual MDI (Medical Devices Israel) 


Conference and Exhibition. As VP for TA IEEE-PSES Steli Loznen was invited to pre-


sent the lecture: “Blueprint for IEC 60601-1 Edition 4 Standard”. 


 


 


 


 


 


 


 


 


 


 


TECHNICAL COMMITTES — WE NEED YOUR NEWS!  


PLEASE CONTACT:  


Steli Loznen 


PSES Vice President Technical Activities  


SEND TO: 


sloznen@ieee.org 



mailto:sloznen@ieee.org
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Achieving Safety Integrity Through the Selection of Components 


In today’s increasingly complex and competitive world, the compliance and safety of electrical equip-
ment have become a top management challenge for fulfilling all of the demanding regulations. 


The safety of electrical equipment raises an important question, who is responsible for prioritizing safety 
above all when equipment is designed, implemented in production, installed, operated, and maintained? 
Manufacturing “safe” equipment has come to be a catchphrase, affecting and influencing the minds of 
many designers and manufacturers. But this is no longer enough. Instead, building a safety culture at the 
organizational and professional levels has become a must. 


The present article (Part 1 of a two-part series), is intended to make a small contribution toward this goal 
of building a safety culture around electrical equipment.  


A Terminology Issue: Safe, Safety, and Reliable 


Before discussing safety in electrical equipment, we must first clarify what it means for electrical equip-
ment to be safe and reliable. 


Safe and Safety 


The term safe is used to represent the state of being protected from identified hazards that are likely to 
cause physical harm. In real life, there is no such thing as being absolutely safe or achieving a total elim-
ination of the risk of harm. Because of this reality, safe equipment is equipment that poses an acceptable 
risk of the occurrence of harm. This goal of safety requires the implementation of knowledge, adequate 
construction, and a correct selection of the components.  


Unsafe equipment may be the immediate cause of most accidents, and companies should not leave that 
door open for such unwanted events. They should strive for ways to promote safe equipment develop-
ment and manufacturing. Very often, safety programs call for a change in attitude; as attitudes change, 
equipment safety will increase. At the same time, focusing directly on the attitudes that lead to unsafe 
products may not be enough. Sometimes people tend to maximize gain instead of minimizing risk. And 
this attitude is a real danger. Applying risk management requires a clear understanding of what consti-
tutes unnecessary risk, and when benefits actually outweigh the costs. 


The term safety is used to represent a state in which hazards and conditions leading to physical or mate-
rial harm are controlled to protect the health and well-being of individuals and the community. Safety is 
both objective and subjective as it deals with both perceptions of being safe and the status of the sur-
rounding conditions. Safety is achieved by reducing the risks of harm to an acceptable level.  


Risk acceptance is not as straightforward a matter as it may appear at first glance. Acceptable risk is de-
termined by searching for the optimal balance between the ideal of absolute safety and the requirements 
with which a product must comply, and other factors such as the benefit to the user, its suitability for its 
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intended purpose, its cost-effectiveness, and conformity with the conventions of society. This means that 
the acceptable level of risk must be continually reviewed, especially when developments in both 
knowledge and technology can lead to economically feasible improvements that attain the risk compati-
ble with the use of equipment. But it is important to always remember that “safe” and “safety” are never 
an absolute assurance of risk of harm [1]. 


Reliable 


I want to discuss a few details about safety concepts in the context of reliability [1]. 


Safety and reliability are not only different product characteristics. Sometimes, they even conflict with 
each other. A reliable product is not necessarily safe, and a safe product is not necessarily reliable. Relia-
bility engineers often assume that reliability and safety are synonymous, but this assumption is only true 
in particular cases. In general, safety has a broader scope than mere failures, and failures may not com-
promise safety in every situation. A reliable component (for example, one with a high mean time be-
tween failure) is not necessarily safe, and a safe component does not have to be reliable. In some in-
stances, increasing reliability can actually decrease safety. For example, if equipment continues to oper-
ate even though that behavior is unsafe in its current environment, the safest behavior under certain con-
ditions may be to stop operating and switch to a fail-safe mode.  


There is obviously an overlap between reliability and safety, but many accidents occur without any com-
ponent failure. That is, individual components were operating exactly as specified or intended. The op-
posite is also true that components may fail without an accident. 


Reliability engineering is concerned primarily with component failures and failure rate reduction. Thus, 
the approach to safety is focused on failure as the cause of hazards and/or accidents. While these tech-
niques are often effective in increasing reliability, they do not necessarily increase safety. In fact, their 
use under some conditions can actually reduce safety.  


Most accidents are caused not by the product ceasing to fulfill its intended use (reliability deficiency). 
Rather, most accidents are caused by the product operating while doing something unsafe (i.e., produc-
ing electrical shock, fire, unwanted radiation, etc.). Serious accidents have occurred while all equipment 
components were functioning exactly as specified. 


The Intersection of Safety and Reliability 


If only failures are considered in a safety analysis, many potential accidents will be missed. In many sit-
uations, failing is not the most important safety issue with a component. Most accidents are caused not 
by the component discontinuing operation; rather, most accidents are caused by the component operating 
in an unsafe mode. In addition, the engineering approaches to preventing failures (increasing reliability) 
and preventing hazards (increasing safety) are different concepts and sometimes conflict with each other. 
It is relatively easy to protect the equipment against total failure, but it is much more difficult to protect 
it against intermittent unsafe component operation. In fact, within a given piece of equipment, accidents 
are much more likely to result from dysfunctional and unsafe interactions among normally operating 
(not failed) components.  


Accidents may be caused by equipment operation outside the parameters and time limits upon which the 
reliability analyses are based. Therefore, equipment may have high reliability and still have a high risk 
of accidents. In addition, accidents are often not just the result of a simple combination of component 
failures. 


Safety is an emergent property that arises at the equipment level when components are operating togeth-
er. The events leading to an accident may be a complex combination of equipment failure, faulty mainte-
nance, instrumentation and control problems, human actions, and design errors. Reliability analysis con-
siders only the possibility of accidents related to failures. It does not investigate potential damage that 
could result from the successful operation of the individual components. 


Reliability uses a bottom-up approach (e.g., failure mode and effects analysis, or FMEA) to evaluate the 
effect of component failures on equipment function. Safety requires a top-down approach that evaluates 
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how hazardous states can occur from a combination of both incorrect and correct component behavior, 
such as proper behavior of a component at an improper time or under the wrong environmental condi-
tions.  


Care must be taken when applying reliability assessment techniques to safety. Since accidents are not 
necessarily caused by events that can be measured by reliability assessment techniques, reliability 
should not be used as a measure of risk. Reliability assessment measures the probability of random fail-
ures, not the probability of hazards or accidents. Also, if a design error is found in equipment, safety will 
be more effectively enhanced by removing the design error than by measuring the design error to con-
vince someone that it will never cause an accident. High reliability numbers do not guarantee safety, and 
safety need not require ultra-high reliability.  


Component Selection for Safety 


Now that we have clarified what we mean by “safe” and “safety,” we turn to the application of these 
concepts to component selection.  


The business of electrical equipment requires evidence of compliance with appropriate safety standards 
focusing on component selection, construction requirements, and testing. For electrical equipment to be 
safe, the materials and components used in the construction of that equipment also need to be safe. To 
achieve this goal, these materials and components should be selected and arranged to perform reliably 
for the anticipated (expected) safe service life of the equipment. That is, the selected materials and com-
ponents are to remain within their manufacturers’ ratings without generating any hazard during normal 
operating mode and even in foreseeable fault conditions. When the components have not been previous-
ly investigated, the probability of failure is much higher and may generate unacceptable risks of harm. 


Safety-Critical Components 


While safety is important in the selection of all components of electrical equipment, it is especially im-
portant in safety-critical components. 


Safety-critical components are components whose failure could result in a hazardous situation. As their 
name suggests, safety-critical components are critical to the safety of equipment. Generally speaking, 
these are components that are intended to prevent (along with the design, manufacturing, packaging, 
transportation, installation, use, maintenance, and service of the equipment) any injuries or damages due 
to identifiable hazards which may arise during the life of the equipment.  


Safety-critical components include, but are not limited to:  


 AC and DC motors and fans 


 Appliance inlets/outlets 


 Batteries 


 Battery protection and management circuitry 
(BPM) 


 Battery charging circuitry 


 Capacitors (high voltage) 


 Circuit breakers 


 Conductive coatings 


 Contactors 


 Crimp connectors 


 DC-DC converters 


 DC-AC inverters 


 Fuses and fuse-holders 


 Heating elements 


 Internal wiring 


 Interlock switches for safety purposes 


 Isolating devices (non-optical) 


 Laser modules 


 LEDs (non-laser) 


 Line EMI/RFI filters  


 Main switches 
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Such components are those that have been evaluated against relevant national or international compo-
nent standards and are provided with a third-party/certification body approval, such as UL Listing or 
Recognition, CSA certification, VDE, IMQ, PSE, etc., and are normally marked with the mark of the 
certification body. In some situations, due to limitations on dimensions, the marking is done on the pack-
aging. (Note that CE marking, the Mark recognized by the European Union, is not required by law for 
components.)  


The regulatory compliance and approval of critical components should be documented with a copy of 
the approval certificate or by the license for the component (the use of catalog data sheets is not the 
proper way to prove compliance).  


Particular attention needs to be paid to the Conditions of Acceptability for correct application and use of 
the components in the end-use equipment. Specified electrical ratings (included in the test reports of cer-
tification bodies) shall be taken into account and should never be exceeded. 


In situations when there is no published component standard for specific safety-critical components, 
components identified as critical can be tested for compliance with the end-use product safety standard.  


Each test report template based on a product safety standard shall include safety-critical components in a 
table designated as List of Critical Components or List of Components and Circuits Relied Upon for 
Safety. In addition, details should be provided for each critical component, including component name, 
manufacturer/trademark, type/model, technical specifications, applicable standard, a mark of conformity 
(approval status), and the approval file number.  


Technical specifications should be considered as relevant technical information that may influence the 
safety features, such as flammability class, maximum operating temperature, maximum voltage, maxi-
mum current, breakdown voltage, insulation resistance, electric strength voltage, minimum thickness, 
dimensions, color, drawing numbers, etc.  


In general, in electrical equipment, the failures of safety-critical components are manifested by electri-
cal/electronic performance deficiencies depending on the type of component (e.g., short circuit; open; 
passive components not meeting their tolerance or temperature coefficient specifications; analog compo-
nents not meeting the frequency response specifications; digital devices not meeting rise time specifica-
tions; etc.). These failures may lead to harmful effects on humans and the environment.  


 Main transformers  


 Motor start capacitors  


 NTC and PTC (thermistors) 


 Optical fiber cables 


 Optocouplers 


 Overcurrent protective devices 


 Power entry modules 


 Power supply assemblies 


 Power supply cords 


 Printed wiring boards 


 Protective devices on USB 


 Programmable controllers 


 Pulse transformers  


 Relays 


 Sensors  


 Heat shrink tubing  


 Strain relief for power supplies cords  


 Surge suppressors 


 Software 


 Terminal blocks  


 Thermal cut-off devices  


 Thermoplastic materials  


 Thermostats  


 Transducers  


 Triple insulated wires  


 Varistors  


 Voltage selectors [2] 
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To prevent such situations, some safety-critical components are designed, manufactured, and tested in a 
special way that includes these components in a special category, referred to as high-
integrity components.  


High Integrity Components 


High integrity components (HIC), also considered as infallible, are designed not to fail in such a way 
that failure could be dangerous or detrimental. Such claims are made where the probability of failure 
must be so low as to be effectively discounted from further safety analyses [3].  


High integrity components are components where one or more characteristics ensure that the component 
function is fault-free (“Incredibility of Failure” claim) in relation to the safety requirements of a standard 
during the expected service life and reasonably foreseeable misuse of the equipment. When a failure oc-
curs, an HIC always works the same as in normal operation, and additional protection is not required. 
When a fault in a particular safety-critical component can generate an unacceptable risk of harm, it is 
recommended that this component be switched out in favor of one with high-integrity characteristics. 


In the case of HIC, it is required to prove that the probability of failure over the lifetime of the equip-
ment is less than that required to reduce the risk to acceptable. As an example, suppose a piece of equip-
ment could generate moderate severity thermal harm. To reduce the risk of harm to an acceptable level, a 
component “T” is used for which the acceptable probability of failure might be around 1/10,000 per 
year. If the lifetime of the equipment is seven years, the probability of failure of the T component should 
be less than 1/100,000 per year. If the reliability assumption for the component T is such that T will meet 
this requirement without problems, the component T could be considered a valid high-integrity compo-
nent. The use of reliability engineering techniques such as highly accelerated life testing (HALT) or 
highly accelerated stress screening (HASS), average expected functional life (with random failures), the 
point of expiration (wear-out failures), etc., will help with the estimation of the component’s probability 
of failure.  


Conclusion 


In Part 1 of this article, we’ve provided a detailed explanation of the differences between safe, safety, 
and reliability and focused on aspects related to component selection. We’ve also worked to clarify the 
differences between safety-critical components and high integrity components. In Part 2 of this article, 
we’ll address the issue of high integrity components in greater depth.  
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How to Deal with High-Integrity Components  


Part I of this article focused on the distinction between safety-critical components and high-integrity 
components. In this second part, we discuss the main aspects related to high-integrity components. 


Safety Strategy for High-Integrity Components 


In general, good high-integrity component (HIC) design is based on having several physical barriers be-
tween a hazard and any entity for whom that hazard may pose a danger. The greater the potential conse-
quences of the risk presented by the hazard, the greater the importance of undertaking whatever mitiga-
tion measures or efforts are required to reduce the likelihood of the risk being realized. For some compo-
nents, especially those used in primary circuits, achieving adequate levels of safety can require meeting 
very demanding requirements.  


An effective HIC safety strategy views hazard identification and hazard analysis and control as a contin-
uous, iterative process applied throughout HIC development and use. Once hazards have been identified, 
they are addressed either by eliminating them from the HIC design if possible or, if not, by preventing or 
minimizing their likelihood of occurrence, controlling the risks that do occur, and minimizing their po-
tential damage. Safety must be built into an HIC from the beginning; it cannot be added to a completed 
design or tested into an equipment.  


Qualitative rather than quantitative approaches need to be emphasized in any HIC, as quantitative proce-
dures must necessarily omit important but unmeasurable factors and, therefore, may be misleading. 


Supporting a claim of high integrity for a component requires a lot of work. The technical literature ex-
plicitly states that it is hard to build a safety case for an HIC. In broad terms, a safety case represents the 
full suite of documentary justification used to support the safe operation of an HIC. This includes claims 
being made regarding the safety of the HIC, the arguments that allow such claims to be made, and the 
necessary evidence to substantiate them. Each element (e.g., design, manufacture, failure analysis, a 
forewarning of failure, etc.) of a safety case should be robust and stand on its own, with individual ele-
ments as independent of one another as possible so that a deficiency in one element does not undermine 
the arguments presented in the other elements. 


Routine verification tests are recommended for high-integrity diode safety barriers, as well as tests of 
current-carrying capacity of printed circuit board connections on which HICs are mounted. 


In addition, qualified non-destructive testing (NDT) during HIC manufacturing is used to ensure the ab-
sence of structurally significant defects. Derived from defect tolerance assessment, this type of testing 
will reliably detect defects early in the product life cycle with a suitable margin. These tests, together 
with other relevant routine production line tests, are the basis for building confidence for achieving full 
manufacture inspection qualification. The general approach is to determine the size of a limiting defect 
at the end of a product’s life and then applying a margin of at least two times. This number is then com-
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bined with the predicted failure rate throughout a product’s life to determine a defect size that must be 
rejected at the start of life.  


Defect tolerance assessment methodology covers the approach and key input parameters, including se-
lection of limiting locations, material property determination (lower bound materials toughness proper-
ties), classification 
of loadings and stresses, defect characterization, analysis type, failure assessment curves, materials ag-
ing, and the determination of limiting and safety-significant defects. 


In this context, it is important that an HIC be designed for inspectability. The main elements of this 
methodology are to develop an inspection specification to define defect types and performance require-
ments, develop inspection techniques to meet the requirements of that specification, and then qualifying 
inspection procedures and personnel through a combination of technical justifications and practical tri-
als. 


The following examples illustrate the parameters of concern that need to be addressed for several typical 
components to qualify as an HIC [1]:  


a. A safety shunt can enter in a failure mode only by short circuit, and at least two shunts in parallel 
shall be used as an HIC; 


b. A mains transformer becomes an HIC when it has an attached fuse in the primary circuit and a cur-
rent limiting resistor in the secondary output. In addition, the wire sizes and segregation must be 
inspected and must pass routine testing; 


c. A current limiting resistor HIC needs to be constructed from vitreous-enameled wires and may fail 
only by opening. A carbon resistor cannot be an HIC; 


d. Capacitor (e.g., Y1 capacitors) HICs need to have high reliability, and at least two capacitors shall 
be mounted in series. Electrolytic and tantalum capacitors cannot be an HIC; 


e. A pressure sensor transmitter is an HIC if it is designed to meet safety integrity level 3 (SIL 3), per 
IEC 61508, the industrial functional safety standard, and has high availability (i.e., continues to 
work in the presence of failure). 


The SIL mentioned above has four categories, from 1 to 4. It is defined by the end-user through a risk 
analysis of the process. SIL is related to the fulfillment of the tolerance risk. This means that the SIL lev-
el results from the combination of two factors: 


• Frequency of failure occurrence, and 


• Consideration of the consequences of failure (dangerous failure or safe failure). 


In accordance with established engineering practices, improving the safety and reliability of the equip-
ment’s expected function should be implemented by adding elements of redundancy and diversity. Re-
dundancy is targeted at meeting the single failure criteria, whereby the failure of just one part of an HIC 
must not result in the failure of the overall HIC. Diversity aims to provide protection against common 
cause failure; redundant electrical power and communications are recommended to be utilized. 


High-Integrity Protection Systems (HIPS) 


An interesting application of the HIC is represented by the high-integrity protection system (HIPS), a 
part of a safety instrumented system (SIS) and regarded as the last line of defense. A HIPS is an inde-
pendently instrumented system, the function of which is to protect an installation from over-pressure, 
overheating, or overflow hazards, and differs from traditional safety systems such as relief devices. A 
HIPS system consists of multiple barriers, including a process shutdown system (PSD) and an emergen-
cy shutdown system (ESD). It also includes processes to isolate the concerned equipment from the 
source of danger and mitigating the risk of harm before the design conditions are exceeded.  
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A typical HIPS will include 2 or 3 output elements (solenoid valves and actuators) in series and is often 
required to shut down within 2-3 seconds for gas and 6-8 seconds for liquids, depending on the pipeline 
pressure, flow rate, and the diameter and class of the pipeline. The initiator of the shutdown sequence 
(peak pressure surge, flow, or temperature) is detected by an input element, such as sensing transmitters 
for pressure, flow, or temperature. In this case, three sensors are connected to the logic solver (solid-state 
or programmable logic controller (PLC)), which is configured to vote with a 2oo3 logic (2 out of 3). If 
the predefined parameters for pressure, flow, or temperature are exceeded, the logic solver will shut 
down the output elements and the process. The 2oo3 configuration is usually preferred for HIPS, as it 
provides availability as well as reliability for the system [2]. 


Each HIPS component needs to be documented with the following information: 


• Quality plan and manufacturing control plan 


• Component certificates 


• Component specifications 


• Component reliability report 


• Tests procedures 


• Tests reports 


• Dimensional drawings 


The minimum SIL level required for a HIPS is SIL 3. This safety integrity level is to be justified by evi-
dence of compliance with the following requirements [3]: 


• Common cause failure (or CCF, the result of one or more events, causing coincident failures of 
two or more separate channels in a multiple channel system and leading to system failure) is to be 
considered; 


• Safe failure (a failure that does not have the potential to put the HIPS system in a hazardous or fail
-to-function state) of the process is to be defined; 


• Proof-test (a periodic test performed to detect failures in a HIPS system so that, if necessary, the 
system can be restored to an “as new” condition or as close as practical to this condition) intervals 
are to be defined and applied; 


• The response time requirements for the HIPS system are to be clearly defined; 


• A description of the process measurements and trip points is to be provided; 


• A description of SIS process output actions and the criteria for successful operation is to be de-
fined; 


• A trip is to be ordered when the system de-energizes; 


• HIPS system is to be reset after shutdown; 


• Procedures for starting up and restarting the HIPS system are to be clearly defined; 


• All interfaces between the HIPS system and the other systems are to be carefully analyzed; 


• The software is to be compliant with SIL 3 level; and 


• The meantime to repair in which it is feasible for the HIPS system to be compliant with SIL 3 lev-
el. 
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Looking at the components available on the market today, it is not difficult to source the different speci-
fications needed for an HIC. The challenge is more in the validation and verification of the end-use 
equipment to ensure that it fully meets the requirements outlined in the safety requirements specification 
(SRS) and that the SIL level is maintained throughout the safety lifetime of the equipment. 


Software as a High-Integrity Component 


The traditional approach to producing software is to determine the requirements, implement them, and 
then try to ensure that there are no errors in either. The problems with this approach from a safety stand-
point are that correct implementation of the requirements does not guarantee safety, and it is impossible 
to ensure that software is “perfect.” In fact, perfect (error-free) software does not exist. Software as a 
component requires special attention and needs to be treated as a high-integrity component.  


It is possible that the origins of the concept of HIC can be found in software, in which the architecture 
focuses on the decomposition of the design into individual functional or logical components that repre-
sent well-defined communication interfaces containing methods, events, and properties. When high-
integrity components are defined as those with a low likelihood of failure, it is difficult to apply this def-
inition to software components. Some regulations consider the probability of failure of software as 100% 
based on the presumption that if a defect exists in the software (e.g., error in the algorithm), and the al-
gorithm is executed, the error will happen in any case. In other words, the software cannot be a high in-
tegrity software.  


In reality, this is not totally correct. Using adequate tools (i.e., architectural risk control measures, aspect
-oriented, logical and physical design, etc.), software components can be of high integrity, becoming 
fault-tolerant and reducing the opportunities for software failures that can cause an unacceptable risk of 
harm [3]. 


When designing high-integrity software, it is important to keep fault tolerance and security issues at the 
forefront of considerations. The three main objectives of high-integrity software are: 


1. Confidentiality (sometimes termed privacy) by protecting against unauthorized and/or accidental 
disclosure of information caused by system failures or user errors; 


2. Integrity by protecting against unauthorized and/or unintentional modification of information 
caused by system failures or user errors; and 


3. Availability by protecting against unauthorized withholding of information and/or failures of re-
sources. 


For example, software in safety-critical equipment requires encryption, authentication, and access con-
trol to protect against unauthorized modification. When the information from such equipment passes 
over an untrusted communication link, additional mechanisms must be incorporated to deal with any 
lost, spurious, or corrupted communications. 


Following is a short list of safety features incorporated in a high-integrity software: 


• Dual watchdogs, such as independent watchdog and system window watchdog 


• Backup clock circuitry with clock security system  


• Supply monitoring  


• I/O function locking 


• Critical register protections with write-once registers  


• Memory protection unit with enough regions to ensure data integrity from invalid behavior 
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• Dual stack pointer 


• Fault exceptions and debug module 


The control system for an HIC software module utilizes fiber optics for communication and incorporates 
multiple fault-tolerant redundancies and highly reliable SIL-rated, field-proven components. The HIC 
software design should provide the capability for full system testing as required to maintain its SIL rat-
ing over the life of the HIC software module. 


To guide the development of high-integrity software, some international safety standards can be used, 
as follows: 


• Industrial functionality: IEC 61508 series, using SIL 3 


• Safety-instrumented systems for the process industry sector: IEC61511 and ANSI/ISA S84.01 


• Machinery equipment: ISO 13849 series and IEC 62061 


• Industrial cybersecurity: IEC 62443, using Security Level (S-L) 4 


• Programmable controllers: IEC 61131 series 


• Automotive industry: ISO 26262 series, using ASIL D 


• Medical application: IEC 62304, using Class C 


• Railway: EN 50128 and EN 50657, using SIL 4  


• User-programmable integrated circuits (i.e., FPGA and CPLD): EN 50129 


The above standards provide processes and techniques to help make a claim of achieving an acceptable 
level of integrity and hence risk. Note also that some of these processes and techniques also help to re-
duce random hardware failure. 


Conclusion 


There are many different challenges in analyzing, designing, building, and testing an HIC. One of the 
main challenges is the lack of standards outlining design parameters, resulting in a high level of interac-
tion between end-users, engineering, and contractors during the analysis and design phase. 


In our opinion, safety-critical components and high-integrity components are examples that provide a 
better understanding of safety significance and complexity. Choosing the right path in selecting compo-
nents that meet specific qualification standards gives increased confidence in the component robustness 
for an equipment where safety integrity is required. The designer needs to assess the characteristics of 
these components and the failure trigger stress factors (electrical, thermal, shock and vibration, aging, 
electrical noise, etc.) to reduce the likelihood of component failure. 


The assessment of the mechanisms of failure (both permanent and transient), the mechanisms for detec-
tion of these failures, and the capability to respond to a failure by a clear understanding of the propaga-
tion limits of failure are tools that increase the probability that the harmful states cannot be reached or, if 
they are reached, are detected and handled safely before losses occur.  


Despite the paramount importance of safety issues in electrical equipment, purchasers and vendors of 
electrical equipment often have a limited understanding of safety issues and the hazards of such equip-
ment. The result of this limited understanding is a lack of effective means to manage these issues. This is 
an important social, ethical, and regulatory issue that will need to be addressed constructively in order to 
ensure that these principles are correctly applied to electrical equipment.  
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At Product Safety Consulting Inc. our job is helping designers and manufacturers bring products into 


compliance with applicable safety standards.  Our experts review your product going through the Stand-


ard paragraph by paragraph.  We confirm non-compliances and provide recommendations for how to 


get the product into compliance.  Part of this evaluation is to confirm the components you’re using are 


appropriate for the intended use, application and environment.  All components come with Conditions 


of Acceptability (C of A’s).  


Newcomers to product design often confuse two marks they see on items already on the market: the UL 


listing and the backwards UR. Though both marks indicate levels of testing, they are not the same. The 


UL goes on a finished product: a computer, lamp, TV, or any other consumer item. This product could 


have several components, but the mark means the completed product, and its individual components, 


comply with all applicable requirements of the Standard. The backwards UR is for Recognized Compo-


nents that go into a product: switches, wires, transmitters, casing, packaging elements, PWBs, and other 


parts. Each component comes with those Conditions of Acceptability (C of A’s) we mentioned above.  


It’s imperative you understand all the C of A’s for each of the components you’re using in your product.     


For example, one claim we hear constantly at PSC is: “All of my components are UR, so my product 


must be fine.” Though this logic often proves true, it can just as easily be false. To find out which, you 


have to verify the C of A’s. Let’s say you designed and built your product using a power switch that’s 


UR.  One C of A will be it’s electrical rating.  You can’t use a UR switch rated 2 amps in a 5 amp cir-


cuit.   


Another C of A that might not be so obvious is switches are rated for the load they can handle also.  Us-


ing a switch rating for resistive loads only to control a motor, for example, is not acceptable. 


One we often see is when a designer using fiberglass sleeving to cover a splice.  There are several types 


of sleeving that are UR.  Using sleeving that only has a flame rating is not acceptable for insulting live 


parts.  It must have electrical properties and be tested as such.  See below from UL’s IQ database for an 


example of Flame Retardant Sleeving. 


To design and build a safe product you need to know the Conditions of Acceptability of each compo-


nent. You can usually get this from the component’s manufacturer or your supplier in a list of engineer-


ing C of A’s.  


One of a designer’s most essential tools is the UL Database and Online Certification Directory. Once 


you learn how to use this you can search for manufacturers, suppliers, company names, locations, and 


so much more. If you need a part that’s tested to meet specific C of A’s you can usually find it here. Say 


you want to use a certain plastic film for casing. This directory will show whether that film has been 


tested in particular thicknesses and colors for specific temperature levels.  


The more attention designers give this, the more likely their products will pass the first time through a 


Certification process.    


FAST  SERVICE 


EXPERIENCED 


FRIENDLY STAFF 


Product Safety Consulting 


Understanding Component Conditions  


of Acceptability (C of A’s)  
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At Product Safety Consulting we see all kind of products at every stage of development, but those that 


do best in the testing process have usually followed a few basic rules. These can best be explained by 


looking at the two questions we hear most often from designers: Where do I start? How long will it 


take?  


The start comes whenever you have the idea. Once you begin acting on that idea you should begin to 


understand what you are up against in getting Certifications. If you have identified your concept, and 


made a few preliminary drawings, that’s the best time to get started.  The appropriate standards can be 


identified, drawings can be reviewed, materials can be chosen, any necessary modifications to design 


can be done on paper vs re-working protoptypes. You will also be able to identify what tests will be 


done on your product so you can finalize your design. Follow the “measure twice, cut once” principle, 


this will enable you to build compliance directly into your design.  


The steps in the development process go like this:  


1. Concept review to identify Standards 


2. Construction requirements are defined, and non-compliances can be fixed in preparing for finaliz-


ing design., 


3. Testing can be identified and defined so you can understand what you are up against and make 


changes on paper. 


4. Drawings can then be made more accurate 


5. Materials and components are also reviewed for compliances to Conditions of Acceptability (C of 


A’s). 


6. Prototype evaluation – going through the Standard paragraph by paragraph is the only way to con-


firm you covered everything. 


7. Preliminary testing – to know if you’re going to pass ahead of the Submittal is the name of the 


game. 


8. Submittal – Once you know you’re in compliance, managing the Certification project is a no 


brainer. 


 


Your RFQ to the Certification Body should include the following: 


1. Electrical Schematics 


2. Bill of Materials in the format noted below. 


3. Instruction/Installation manual(s) 


4. Mechanical Drawings 


FAST  SERVICE 


EXPERIENCED 


FRIENDLY STAFF 


How do I get started with Certifications? 


How long does Certification take? 
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Certification Body BOM – We call this a Critical Component list.  Following is a good example - 


 


 


How long will the process take? 


That depends on what stage you’ve reached, and the complexity of your product. If your design is simp-


ly a tweaking of a normal table lamp testing might be fast and easy. If you’ve invented a new and revo-


lutionary heart pacemaker the process will probably take longer. In the latter case you might be using 


unusual materials or processes. There might be aspects in your design that have never been tested be-


fore. Beyond this, there’s your reaction time. If a glitch appears, and you solve it immediately obviously 


the process will move more quickly. These kinds of issues affect the timing for the testing of any prod-


uct.  


Timing depends on these components: 


1. Product Development – Know it will pass before Submitting. 


2. New and/or unusual features – this will add time to your Certification project and may require the 


Certification Body open a preliminary project. 


3. Complexity – the more complex and more custom components you have, the longer the Certifica-


tion process. 


4. Your reaction time – How long it takes you to modify the non-compliances will ultimately deter-


mine the overall lead time of Certifications. 


Typical lead times at most Certification Bodies for most product categories is 6-12 weeks. 


 


  


Part Name Schematic ID Mfg’r name Mfg’r part 
number 


Ratings Certifica-
tions 


Fuse F1 Littlefuse 1234 120V, 3 
Amps 


UL, VDE, 
CSA 


Terminal 
Block 


T1 Phoenix 4567 120V, 10 
Amps 


UR, CSA 


FAST  SERVICE 


EXPERIENCED 


FRIENDLY STAFF 


How do I get started with Certifications? 


How long does Certification take? 
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Jim Bender was recently honored as Intertek’s 2022 US Engineer of the Year, a 


company-wide recognition for sustained accomplishments and engineering influence 


represented by the six “Canons of Engineering”: 


● Hold paramount the safety, health, and welfare of the 


public. 


● Perform services only in areas of their competence. 


● Issue public statements only in an objective and truth-


ful manner. 


● Act for each employer or client as faithful agents or 


trustees 


● Avoid deceptive acts. 


● Conduct themselves honorably, responsibly, ethically, 


and lawfully so as to enhance the honor, reputation, 


and usefulness of the profession. 


Jim joined Intertek in 2019 following an illustrious 40-year career with Texas Instru-


ments as Director, Worldwide Product Safety and Regulatory Compliance. Jim is a role 


model for Intertek’s “Engineer of the Year” with a proven track record and tangible re-


sults achieved by ethically influenced practices, a hallmark of Jim’s broader career ac-


complishments while he also takes personal ownership to identify and proactively pur-


sue improvement opportunities with peers, management, customers, and external trade 


associations. 


Jim is the current chair and co-founder of the North Texas IEEE Product Safety Engi-


neering Society, a graduate of Purdue University (BSEE/MSE) and a Registered Pro-


fessional Engineer in the State of Texas. 


 


We congratulate Jim Bender and wish him much success! 


People in the PSES News 
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The IEEE PSES is looking back at the prior two-year period of 2020 and 2021 for PSES award nomina-


tions, to be presented at the awards ceremony at ISPCE 2022, in San Diego, CA, September 20-22, 


2022.  


 


We are looking for award nominations in the following categories: 


 


1. Sustained Service Award – IEEE PSES Plaque Award 


Description:  To recognize members of the IEEE Product Safety Engineering Society for their 


sustained service to the Society in a given calendar year.  


Prize:  Plaque of Appreciation and a monetary gift of US$500.  


Funding:  Funded by the IEEE Product Safety Engineering Society.  


Eligibility:  Sr. member (Senior, Life or Fellow) in good standing with IEEE Product Safety 


Engineering Society. The recipient must have served at least one term on the 


Board of Directors/Board of Governors of the PSES since the inception 


(including the time as a technical society within the EMCS) or served at least one 


term as part of the executive team (ExComm). 


Basis for Judging: Sustained service to the IEEE Product Safety Engineering Society for an extend-


ed period of time (i.e., >10 years), dedicating their time and efforts to support the 


development of the PSES.  


Presentation:  IEEE PSES awards are presented annually at the awards ceremony during ISPCE. 


  


2. Service Acknowledgement Award – IEEE PSES Certificate of Appreciation 


Award 


Description:  To recognize members of the IEEE Product Safety Engineering Society for per-


forming a service to the Society in a given calendar year.  


Prize:  Certificate of Appreciation.  


Funding:  Funded by the IEEE Product Safety Engineering Society.  


Eligibility:  Member of the IEEE Product Safety Engineering Society.  


Basis for Judging: Service to the IEEE Product Safety Engineering Society.  


Presentation:  IEEE PSES awards are presented annually at the awards ceremony during ISPCE.  


IEEE PSES Awards 2020-21  


(to be awarded at ISPCE 2022)  
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3. Service Acknowledgement Award – IEEE PSES Certificate of Recognition 


Award 


Description:  To recognize non-members of the IEEE Product Safety Engineering Society for 


contributions to the Society in a given calendar year.  


Prize:  Certificate of Recognition.  


Funding:  Funded by the IEEE Product Safety Engineering Society.  


Eligibility:  Non-member of the IEEE Product Safety Engineering Society.  


Basis for Judging: Contributions to the IEEE Product Safety Engineering Society.  


Presentation:  IEEE PSES awards are presented annually at the awards ceremony during ISPCE.  


 


4. IEEE PSES Chapter-of-the-Year Award 


Description:  To recognize the most outstanding IEEE Product Safety Engineering Society 


chapter in recognition of their contributions to and promotion of the Society 


through its meetings, programs, and member services. This award is to be provid-


ed for activities in the previous calendar year.  


Prize:  Certificate and $250 – Given to the Society chapter recognized for promotion of 


PSES through meetings, programs, and services. The name of the Society shall 


appear prominently on the certificate associated with the award.  


Funding:  Funded by the IEEE Product Safety Engineering Society.  


Eligibility:  This award is given to the most outstanding Society chapter in recognition of its 


contributions to and promotion of the Society through its meetings, programs, and 


member services. A Chapter of-the-Year winner in one year shall not be eligible 


in the subsequent year. Please see this link for the Chapter of year questionnaire. 


Basis for Judging: The awards program shall be coordinated by the Chapter-of-the-Year Administra-


tor under the oversight of the Awards Committee and responsibility of the VP – 


Member Services. This award is given to the most outstanding Society chapter in 


recognition of its contributions to and promotion of the Society through its meet-


ings, programs, and member services. The award is for the year immediately prior 


to the award presentation.  


Presentation:  IEEE PSES awards are presented annually at the awards ceremony during ISPCE. 


 


Everyone is eligible to put forward nominations!  Please support your fellow colleagues and chap-


ters in their contribution to the IEEE PSES and give us your nominations.  


 



https://www.dropbox.com/s/x8vh72ejn1tquzc/PSES-Chapter-of-the-Year-Award-Questionnaire-2022v1.docx?dl=0
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Please send your nominations to Grant Schmidbauer (grant.schmidbauer@nemko.com) by the following 


dates: 


● for Sustained Service Award and Service Acknowledgement Award with your basis for  nomi-


nation within June 30, 2022; and  


● for Chapter-of-the-Year Award with your completed questionnaire within June 30, 2022. 


 


We look forward to hearing from you. 


 


Regards, 


 


Grant Schmidbauer 


 


IEEE Product Safety Engineering Society (IEEE/PSES) 


IEEE/PSES Board of Governors, Member at Large (new term 2020-22) 


Past Member at Large, IEEE/PSES Board of Governors (2 consecutive terms 2013-15, 2016-2018 


ISPCE 2016/17/18/19/20/21/22 Co-Chair for Technical Program Committee 


IEEE/PSES Coordinator for PSES Award Committee  


Liaison for IEEE/PSES to IEEE/EMC Sister Society  



mailto:grant.schmidbauer@nemko.com
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Title of tutorial:  


Product safety compliance and Global market access 


 


Tutorial chair:  


Name:   Grant Schmidbauer 


Email:   grant.schmidbauer@nemko.com 


Mobile:   +1 858 967 1889 


Affiliation:  Nemko North America, Inc. 


 


Abstract: 


The goal of most companies is not to only design products to be safe, perform according to customer 
demands, and to meet regulatory requirements, it is to sell those products globally. While your product 
must comply with the EMC and SIPI requirements, there are a myriad of other technical requirement 
that must also be considered to facilitate the sale of the product.  


The plan for this tutorial is to delve into some of the “other technical requirements” that products must 
comply with, including product safety requirements (ie, concepts such as fire, shock, mechanical, tem-
perature, and radiation); and then once your products are compliant, we will discuss the commercializa-
tion of the product through obtaining the many country approvals that are needed in order to legally sell 
the product around the world.  


This tutorial should be attended by product realization managers, design engineers, test technicians, 
product regulatory personnel, project managers, marketing personnel, and others interested in learning 
more about product safety and global market access requirements.  


 


Tutorial content:  


 


Moderator:  


● Contact name: Mike Anderson, IEEE/PSES Board of Governors  


● Company affiliation: Compliance Manager, Casa Systems, Inc. 


● Role: Introduction of PSES tutorial, presentation of speakers and their biographies, manage/


PSES TUTORIAL PROPOSAL 


EMC+SIPI Symposium, August 2022 


Spokane, WA  



mailto:grant.schmidbauer@nemko.com
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moderate logistics throughout tutorial. 


 


Presentation #1: Overview of product safety requirements, ‘Compliance 101’  


● Contact name: Ken Kapur, IEEE/PSES Board of Governors 


● Company affiliation: Director of Compliance, Thermo Fisher Scientific, Inc.  


● Abstract:  


● The intent of this presentation is to provide a basic knowledge of Product Safety and Regulatory 
Compliance for products sold worldwide.   


● The presentation covers the requirements for those involved in new and existing products and 
those who need to address global safety requirements.  


● This training will provide the fundamental guidance for product safety which can support geo-
graphic sales for import and export around the world.  


 


Presentation #2: Deeper dive into product safety requirements, ‘Compliance 201’  


● Contact name: John Allen, IEEE/PSES President 


● Company affiliation: President, Product Safety Consulting, Inc. 


● Abstract: 


● This presentation is a continuation of presentation #1 (covering Product Safety and Regulatory 
Compliance for products sold worldwide), looking into the requirements in more detail. 


● We will review requirements in product safety standards and the impact to new designs.  


● Understanding the level of product safety testing in accordance with safety standards will also be 
covered.  


● We will discuss product safety risks (Electrical, Mechanical, Lasers, Radiation, etc.) and methods 
to mitigate risk and ensure compliance.   


● ‘Design For Compliance’ techniques will be discussed as they pertain to complying with global 
product safety standards (UL, CSA, IEC).   


● Maintaining compliance through product modifications will be included.  


● Challenges and best practices will be shared that will help product designers get a new product to 
market quickly and efficiently.   


 


Presentation #3: Overview of Global Market Access (GMA) 


● Contact name: Grant Schmidbauer, IEEE/PSES Board of Governors 


● Company affiliation: President, Nemko North America, Inc. 


● Abstract:  


● Once your product complies with (all) the regulatory requirements for the different countries you 
plan to market the product, you must then obtain the necessary country approvals. 


● This presentation will provide an overview of global market access requirements, and then give 
more specific requirements for North America, European Union, and some of the other Asian and 
South American countries. 


 


Presentation #4: Panel discussion, Q&A and wrap-up 


● Contact name: Mike Anderson, John Allen, Ken Kapur, Grant Schmidbauer 


● Abstract:  
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● Time is made available for interactions with attendees to respond to specific countries/issues that 
are brought up and/or may have been encountered by the attendees. 
 


Tutorial format 


 


Option 1: Morning AM tutorial, with session starting at 830am 


(times can be adjusted according to tutorial program schedule for EMC+SIPI) 


 


● 8:30-8:40am:  Moderator with introductions 


● 8:40-9:40am:  Presentation #1: Compliance 101 


● 9:40-10:40am:  Presentation #2: Compliance 201 


● 10:40-11:00am:  Break 


● 11:00-12:00pm:  Presentation #3: Global Market Access 


● 12:00-12:30pm:  Presentation #4: Panel discussion, Q&A and wrap-up 


 


 


Option 2: Afternoon PM tutorial, with session starting at 130pm 


(times can be adjusted according to tutorial program schedule for EMC+SIPI) 


 


● 1:30-1:40pm:  Moderator with introductions 


● 1:40-2:40pm:  Presentation #1: Compliance 101 


● 2:40-3:40pm:  Presentation #2: Compliance 201 


● 3:40-4:00pm:  Break 


● 4:00-5:00pm:  Presentation #3: Global Market Access 


● 5:00-5:30pm:  Presentation #4: Panel discussion, Q&A and wrap-up 
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HP Inc. is a multinational information technology corporation              
headquartered in Palo Alto, California, USA. 


HP Inc. launched on November 1, 2015 as the successor of               
Hewlett-Packard, along with Hewlett Packard Enterprise. HP Inc. develops 
and provides personal computer and printer hardware. As a publicly listed 
Fortune 100 corporation, HP Inc. is a global leader in printing and personal 
systems; the company is focused on creating technology that makes life 
better for everyone, everywhere. 


Backed by nearly 50,000 employees and drawing from a 76-year legacy of 
engineered innovation, the reinvented HP Inc. aims to create a world 
where technology works around the needs of society and adapts to every 
business and person, to their context and environment, helping them 
move from ideation to creation effortlessly and naturally. 


Building on its market leadership in printing and PCs, HP Inc. makes it   
easier and more enjoyable for customers to print, as well as introduce 
personal systems that combine outstanding design and user experience 
with great value. HP Inc. will also pursue growth in adjacent markets, such 
as copiers, graphics printing and commercial mobility in key verticals.     
Finally, the company will define future market categories through its 3D 
printing and immersive computing platforms that fuse together the    
physical and digital worlds. 
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E-Mail List: http://www.ieee-pses.org/emc-pstc.html  


Virtual Community: http://product-compliance.oc.ieee.org/ 


Symposium: http://psessymposium.org/ 


Membership: The society ID for renewal or application is “043-0431”. 


Advantages of Membership 


In the IEEE PSES 


Makes you part of a community where you will: 


 


•  Network with technical experts at local events and industry conferences. 


•  Receive discounts on Society conferences and symposiums registration fees. 


•  Participate in education and career development. 


•  Address product safety engineering as an applied science. 


•  Have access to a virtual community forum for safety engineers and technical professionals. 


•     Promotion and coordination of Product Safety Engineering activities with multiple IEEE Societies. 



http://www.ieee-pses.org/emc-pstc.html

http://product-compliance.oc.ieee.org/

http://psessymposium.org/
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Thanks to the contributions of the governors in 2021, and welcome 


to our new board of governors. 


President 


Mike Nicholls (22-23) 


Past President 


Stefan Mozar (20-21) 


Vice President - Conferences 


Bansi Patel (21-23) 


Vice President - Membership 


Jong-Moon Chung (21-22) 


Vice President - Communications 


Michael Anderson (21-22) 


Vice President - Technical Activities 


Steli P. Loznen (21-22) 


Vice President - Publications 


Kim Fung Tsang (21-22) 


Vice President - Education 


Supavadee Aramvith (21-22) 


Treasurer 


Wen-Chung Kao (21-22) 


Secretary 


Daniece Carpenter (21-22) 


Members At Large 


Term Expires 12/2022 


Leszek Langiewicz 


Fabio Furlan 


Silvia Diez Monnier  


Grant Schmidbauer 


Term Expires 12/2023 


John Allen 


Wen-Chung Kao 


Jeff Pasternak 


Bansi Patel 


Term Expires 12/2024 


Supavadee Aramvith  


Steli P. Loznen 


Paul Robinson 


 


http://www.ieee-pses.org/ 


http://psessymposium.org/  


http://product-compliance.oc.ieee.org/ 


http://www.ieee-pses.org/emc-pstc.html 


http://www.ieee-pses.org/newsletters.html  


http://www.ieee-pses.org/pses.html 


BOARD OF GOVERNORS 



http://www.ieee-pses.org/

http://psessymposium.org/

http://product-compliance.oc.ieee.org/

http://www.ieee-pses.org/emc-pstc.html

http://www.ieee-pses.org/newsletters.html

http://www.ieee-pses.org/pses.html
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VP (Education) Report (7 July 2022)

Supavadee Aramvith



Current activities

· PSES on ILN. Promotion is on-going. 

· Problem in getting updates from educational activities for the attendee statistics. Working to resolve it.



Planned activities

· TryEngineering Tuesday 

· Webinar features speaker from PSES to talk about the importance of product safety.  Target audiences are teachers and students.

· Need the topic, speaker, and tentative date. Work with educational activities.

· Once the webinar finishes, content will be shared at PSES webpage/social media.

· PSES Education web page

· Working with PSES website committee to fill up the content.

· Web page content

· Mission/vision/activities

· Collection of archived PSES educational content (video/past webinars)

· PSES collaborated educational webinar with chapters/universities

· More broad knowledge of product safety 
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