Report on Webinar

Date & Time : 16" April, 2020 from 11.30 a.m. to 1.00 p.m.

Description : To give a brief knowledge about Cybersecurity Career Paths and
How to Get There.

IEEE Computer Society, Hyderabad Section had organised a webinar on the theme
Cybersecurity Career Paths and How to Get There with a count of 211 active and
enthusiastic participants. The webinar was hosted by Mr. Bala Prasad Peddigari,
Secretary of IEEE Computer Society , Hyderabad Section.
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Later on, Dr. Sriram Birudavolu , CEO, Cybersecurity CoE, DSCI had took up the
session and the webinar included:



How well can a person build and develop his/her career in the field of Cyber
Security. He also gave a clear sketch on the roles and responsibilities of various
positions involved in the career development in Cybersecurity.

The explanation was crystal clear and included a flow chart describing the
Career Map of Cyber Security as shown below.
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His explanation regarding the need for learning Cybersecurity and how complex
the domain would be was very clear taking live examples into consideration. The
content was clearly explained by the speaker using pie chart. He also gave a brief
description regarding the mechanism involved in the Cybersecurity domain. It
included Policy management , operations , Mission Critical assets , Monitoring
and Response , Prevention etc. A brief description regarding how to maintain
Data Security, Application Security , Endpoint Security , Network Security and
Perimeter Security.
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The speaker gave a clear cut idea on which Cybersecurity focuses. The focus areas

include:

=

Innovation
Research

Incubation
Insights
Market Access
Collaboration
Events
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10. Networking.

Promotion and Marketing

. Capability development

The speaker also explained the Qualification packs which certifies a person into a
specific job role. It also included steps in Qualification packs.
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Outcome of the webinar:

The delegates learnt the How to build their Career in the field of Cyber Security
and were satisfied with the webinar. All the delegates took active participation
and got their doubts clarified.



