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Objective: The main objective of the event is everyone must get awareness on the  
Cyber Crimes happening around them and must be careful without being an victim of those 
crimes  
The speaker started the session asking few questions to the participants like  
1. Have you ever lost your mobile? 

2. If so what did you do to get back it? 

The session was very interactive he have interacted through the chat box and replied each and 

every question being asked and suggested all the possible measures which must be taken to 

avoid the cyber crimes  

The first topic he started in discussion was 

HOW SECURE IS MY PASSWORD  

For this question he primarily suggested not to use a repeated password for more number of 

sites and he have suggested a website howsecureismypassword.net to know the strength of the 

password being set .He have also suggested to use space bars when we set passwords and he 

have clearly demonstrated how long will it take a password to be hacked if we set it simple  

EMAIL IS HACKED OR NOT? 

For this question his answer was to check the respective email id in the website 

haveibeenpwned.com if it show as pwned it means it is hacked and he have strictly insisted not 

to use that email from then  

Like this he raised questions to himself and clearly answered each one of them  

Later he have also said any of the free or cracked versions of OS or ANTI-VIRUS must not be 

preferred as the security in the cracked version is very less and there is high chance of getting 

hacked  



He have also suggested to convert the user account to Microsoft live then there would be less 

chances to hack. 

And then he addressed about the url’s and links we get as we are being rewarded and awarded 

with bonus point and products he strictly insisted there is risk of hackers hack your mobile or pc 

using such links for example the letter p resembles with the Greek alphabet p(say rho) so they 

might use rho instead of letter ‘p’ and send you the fake links being produced Santosh also said 

that not to even copy and paste because there would be no difference in it  

Next he said that if u have any doubt on any file then upload it in virustotal.com then check it 

scans the data and give you the accurate results 

Santosh also said about key scrambler software which turns the characters into another 

characters it just encrypts the given data to another 

The speaker suggested to install the app SEP to know whether our smart phone is hacked or 

not. 

It can also be used to analyze what is exactly happening on smart phone or what’s wrong going 

with the smart phone It also shows description and errors It also shows the paths where the 

error has occurred. 

The speaker then suggested not to encourage any open networks as they are suspicious and 

not much safer in security aspect. 

When the participants have requested for the suggestion of the applications which they can 

install in their mobile and help them not to get hacked the speaker suggested app named 

SPYWARE DETECTOR-Anti spyware software  

And then the Q&A session went on and the speaker have covered all the doubts in the time and 

it was a very great interactive and proactive session. 

Some of the snaps of the webinar are projected below 
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